OpenADR Security Workshop Monday April, 25th 2011 2-3PM ET.

Attendees:

Bruce Bartell

Tom Markham

Bruce Bartell

OpenADR Security Workshop Agenda (with updates during meeting)
· Finalize Agenda – other topics, sequence.
· Topics to cover

· Define end targets and deliverables, and process

· Leverage existing works (e.g. 3PDA), others?

· Target may be a new document based on the same format and approach as 3PDA
· Create strawman with new roles and list of use cases from NAESB PAP09 (Bruce will create and send around to group)

· Define SGIP CSWG role and establish liaisonship

· High level architecture

· Individual groups will write requirements

· CSWG will vet for consistency (high level requirements)
· Expectation that is packaged for respective environments.

· Present recommendations to OpenADR Alliance 

· And CSWG

· Keys and Key Management

· Has SGIP defined something for this?
· 1.0 using TSL & SSL

· Same for 2.0?

· 1.0 Security Policy is Section 10 of: http://openadr.lbl.gov/pdf/cec-500-2009-063.pdf 
· Must support REST & WS (WS-Security only supports WS?)
· Start with Policy statements

· Need to develop evaluation criteria for security

· What is the SGIP vetting process?

· Conditional set of requirements; maybe simple vs. complex (i.e. simple client?)

